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SYNOPSIS: From this study made, it has been found that there are many ways and 

means through which an individual can commit crimes on cyber space. Cybercrimes are an 

offense and are punishable by law. 

This project has given insight to the crimes of internet and computer one can be vigilant 

from these attacks by getting enlightened on the types and ways of cybercrimes. 

 

WHAT IS CYBERCRIME? 

  Cyber crime refers to any crime that involves a Computer/ mobile and a network .The 

computer may have been used in the commission of a crime, or it may be the target. 

WHY SHOULD WE KNOW ABOUT CYBER CRIMES? 

 In this Tech-savvy world of 21
st
 century everyone is engaged with internet, through 

WhatsApp, Twitter, Face book, net-banking and lot of other platforms. Crimes 

committed in the cyber space come under cybercrimes. 

 One should be aware of crimes happening around us in the cyber space. 

OBJECTIVES: 

 To provide a general awareness of cybercrime. 

  To recognise cybercrime. 

  To know the importance of cyber laws. 

  Learn how to keep away from being a victim. 

Various categories of cybercrime: 

• Cyber crime maybe basically divided into 3 categories. 

• Against persons  

• Against Property 

• Against Government 

 



POPULAR CRIMES IN THE CYBER WORLD: 

• Online Gambling  

• Cyber Pornography   

• Drug Trafficking   

• Financial Crimes   

• E-mail spoofing  

• Cyber Stalking  

• Cyber Terrorism  

 

 TYPES OF CYBER CRIMES: 

• Theft in the Services of Telecommunication 

• Piracy of Telecommunication  

• Dissemination of Offensive Materials  

• Laundering E-money and Evasion of Taxes   

• Extortion, terrorism, and electronic vandalism  

• Fraud in Sales and Investments  

• Illegal Interception of Telecoms Signals  

• Fraud in Transfer of Electronic Funds  

 

CRIMES ON THE INTERNET: 

• E-mail-related crimes:  

• Threats sent via e-mail  

• Spreading malicious codes  

• E-mail Spoofing  

• E-mail Defamation  

• E-mail Bombing  

• E-mail Frauds 

 

 

  

 



CYBER CRIMINALS RANGE: 

• Kids  

• Organized Hacktivists  

• Disgruntled Employees  

• Professional Hackers 

CASE STUDY 

It concludes with case studies presented on the impact of cybercrimes related to “online 

fraud”, “cyber stalking”, “email-spoofing” and “e-mail-bombing” and method to counter the 

crime. 

CONCLUSION: 

 This project has given insight to the crimes of internet and computer one can be vigilant 

from these attacks by getting enlighten on the types and ways of cybercrimes. 

 From this study made, it has been found that there are many ways and means through 

which an individual can commit crimes on cyber space.  

 It is therefore very important for every individual to be aware of these crimes and 

remain alert to avoid any loss. To ensure justice to the victims and punish the criminals, 

the judiciary has come up with some laws known as Cyber Laws.  

 

 

 

Submitted by:    

• 1.T.ARUN KUMAR-BSC MPCS III YEAR   20077006468007 

• 2.D.ARCHANA- BCOM CA II YEAR -   210770064021008 

• 3.S.SOUMYA-BCOM CA II YEAR-     210770064021049 

• 4.S.SADWIK KUMAR BA I YEAR -  2200770063531001 

• 5. K.AJAY-BSC BZCS II YEAR-       210770066101001 

 

THANK YOU 

  

   

 


